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Ilhang Shin (South Korea), Sorah Park (South Korea)

Integration of enterprise risk management and management control
system: based on a case study
Abstract

This paper aims to discuss the concepts and methodological issues of enterprise risk management (ERM). The case
study of company A shows that ERM has been implemaantedintegrated with management control as a means of
monitoring its subsidiaries. First, ERM system was implemented through comprehensive review of corporate risk poli-
cies, risk management processes, roles and responsibilities, and risk culture. Second, company A integrated ERM with
the existing management control system in order touat@lthe risk underlying the current management activities.
Finally, ERM implementation was expanded to all subsidiaries so that each business unit would be delegated for its
own risk management. This paper provides insight opitheess how group-levaternal auditors can use ERM as a

tool to manage risk of subsidiaries, thereby filling the gap between academic research and practice. This successful
ERM adoption case can be used as a guideline for otganiaations, which plan to adopt ERM with reduced costs

and improved processes.

Keywords: risk management, enterprise risk management (ERM), internal audit, management control system.
JEL Classification: M41, E3.

Introduction been included as one of major factors in Dow Jones

Bankruptcies of Enron and Worldcom in earIySustalnabllltylndex (DISY)

2000s proved that companies which achieved shoftherefore, the role of internal controls within or-
term growth and profitability through fraudulentganization is expanding from ex-post uncovering
accounting and falsehood contracting ultimatelgpon-compliance to managing risk proactively and
failed. Subprime mortgage scandal in 2006 arehhancing firm value. Traditional function of in-
global financial crisis in 2008 also showed thafernal control has been to be a policeman assuring
companies are exposed to profile of unpredictabi@mpliance with legal policies and regulations
risks and uncertainty in financial markets. Since thg-lesher and Zarzeski, 2002). However, recent
frequency of risk and its harmful impact on corpogrend is to be an internal consultant who identifies
rate performance increased globally, regulatofyarmful issues and risk that may hinder achieving

agencies have enacted corporate risk managemengiflis and improves risk management and auditing
many countries. U.S. Securities Exchange Commi cNamee and Selim. 1998: Weidenmier and Ra-

sion (SEC) requires risk disclosures in 10-K and 1 hamoorti, 2006). This implies that the role of in-

Q. filings, and _accordingly U.S. Ii;ted companie%mal auditors is changed from monitoring risk of
disclose their risk exposure and risk manageme.rt]lt

SO , individual department to leading proactive risk
activities in their annual and quarterly reports. In ,
Germany, Federal Ministry of Justice requires riswanagement at enterprise level.
management system based on the business coniaterprise risk management (ERM) has emerged as
and transparency regulation enacted in 1998 (Koa- paradigm for managing various kinds of risks
TraG, Gesetz zur Kontrolle und Transparenz), arjglced by organizations, and the trend is to focus on
companies have to report risk management activiti@s role in improving risk management and ulti-
to regulatory agency on regular basiélso, since mately enterprise value. ERM is designed to im-
2009, credit rating agencies such as S&P and Fitghoye the board and executives’ oversight of risks.
have considered whether risk management systef|)-h paradigm is a big improvement from the ex-
has been adopted by organization for corporate ralying risk management practice, which has limita-
ings. In addition, *risk & crisis management” hag;,ng'in responding to dramatic change in business
environment, since individual department has dif-
© thang Shin, Sorah Park, 2017. ferent management strategies and repeating inputs

lhang Shin, Ph.D., Assistant Pesor of Accounting, College of toward the same risk, resulting in low efficiency in
Commerce, Chonbuk National University, Korea. risk management.

Sorah Park, Ph.D., Assistant Professor of Accounting, Ewha School of

Business, Ewha Womans University, Korea.

This is an Open Access article, distributed under the terms @rtee 2 For DJSI, the evaluation of ERM is included in the assessment criteria,
tive_ Commons_Attribution-NonCommercial 4.0 Internatiotiaense, specifically “Risk & Crisis Management” category. Companies are asked to
which permits re-use, distribution, and reproduction, provided thanswer not just “yes” or “no”, but the details including data of recent few
materials aren’t used for commercial purposes and the original workysars in questionnaire. The questions are about the role of Chief Risk Officer
properly cited. (CRO) among top executive, his/her job description and responsibilities, risk

! Besides, Toronto Stock Exchange encourages the systematic interamadlysis, risk correlations, sensitivity test, stress test, response strategy, crisis
control activities including risk evaluation and responses in the DeyReranagement, etc. The presence of risk officer and contingency plans are
port (1994). crucial factors for a company’s sustainable growth.
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The Committee of Sponsoring Organizations forations, which plan to adopt ERM in the future with
the Treadway Commission (COSO), which waseduced costs and improved processes.

Iaunch_ed n or_der t(.) improve monitoring MISreprey Concepts and methodological issues of ERM
sentation in financial reporting, has updated thé .
Internal Control Integrated Framework in 2004|,mplementatlon
originally published in 1992 and widely used byCorporate control itself does not create value. Ra-
listed corporations for purposes of compliance witther, it is a mechanism that can be used to manage
Sarbanes-Oxley Act. According to the Wall Streedn entity’s objective, strategies, and risk. Accord-
Journal, the update expands the scope of thag to the Institute of Internal Auditors, internal
framework and increases the level of detail afontrol is a series of rules and procedures, which
ERM, potentially expanding its utility beyond ex-are undertaken by management in order to improve
ternal financial reporting. Integrated risk manageisk management and the capability to achieve the
ment refers to implementation of three fundamentabjective of organization.

risk management objectives: modifying Operaﬁonﬁmong various definitions of ERM in the litera-
using targeted financial instruments, and adJUSt'n[%re ERM is usually defined as “a process, ef-

capital structure (Meulbroek, 2002). Meulbroe o ) )
(2002) defines ERM as a framework intended l?oected by an entity's board of directors, manage

) o ied in strategy set-
help managers to design a value-maximizing, ement and other personnel, applie gy

terprise-wide corporate risk management s stelarr_?g and across the enterpristesigned tadentify
P b 9 y otential events that may affect the entity, and

T oo vos o oo gnage rk o be wihi s s sppeie 10 pro
risk management techniques Vide reasongble assurance regarding the achieve-
' ment of entity objectives (COSO, 2004, p. “2)”

This paper intends to discuss concepts and methidamely, ERM allows companies to identify and
dological issues of ERM, which is considered asvaluate all types of risk, including financial risk
extension of internal audit function. In doing soand catastrophes that have been individually ma-
this paper will have academic and practical implinaged and external market condition and business
cations by explaining factors that are related tdsk, so that they can have a more systematic and
successful ERM implementation and how to evantegrated risk management process and increase
luate ERM capability. Also, internal audit practiceshe firm value.

can _be strengthened by ?mplementing internal Coﬂfccording to COSO (2004), ERM system should
trol improvement strategies based on ERM. Mor e designed to achieve three main objectives: (1)

;)v;rémex\fﬁm;l :Lljgilttgéls Cgp%igstitgggmvsi”OLeE?n_strategy: high-level goals that support the organiza-
c)r/eased so that ERM infras?ructure can be utilizetic?n’S missions, (2) operations: effective and effi-

. . " Cient use of a firm’s resources, (3) financial report-
for efficient and effective auditing.

ing: reliability of reporting system, (4) compliance:
Furthermore, we study the case of company A iorganizational compliance with applicable laws
which ERM has been implemented as a means dad regulations. As now, the range of SOA internal
integrate with management control and to increasentrol over financial reporting and internal audit
firm value by monitoring its subsidiaries. This papesystem is limited to one of them, which is reliabili-
provides insights on the process how group-levey of financial reporting. However, based on the
internal auditor can use ERM as a tool to managaalysis of company A, only 14% of workforce has
risk of subsidiaries, thereby fills the gap betweebeen dedicated to taskdated to reliability of fi-
academic research and practice. There could bancial reporting.

fome af’egs within - conglomerates  (for e).(ampI%OSO (2004) conceptualized the ERM frame work
chaebol” in Korea), where group-level monltorlngby integrating COSO | (1992) internal control

cr:az%gtri%iizrt]gft(ég?fhé 22223?: t%pogaﬁ(;}/yaﬁg?{rﬁodel and risk management process. First, internal
cial risks, or internal c’ontrol has Iimiteg[ions in manpontrol system is expanded to ERM frame work.
aging eniterprise-level risk. Also, autonomic contro?econd’ entity objectives have been modified to
by subsidiaries has the similar limitation. Hences:trategy, operations, reporting and compliance.

this paper presents the successful ERM adoption

case that can be used as a guideline for other orgamefinition of ERM was also provided by Casualty Actuarial Society
(CAS) in 2003. The Casualty Actuarial Society (CAS) defined ERM as
“the discipline by which an organization in any industry assesses,
controls, exploits, finances, and monitors risks from all sources for the
8 hitp://blogs.wsj.com/riskandcompliance/2013/05/14/updated-coso-framewqslarpose of increasing the organizat®short- and long-term value to
-effective-today/ its stakeholders”.
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Third, three new ERM components (control activistand the internal control. According to COSO
ties, information and communication, monitoring)Report (which is considered the internal control
have been added to existing components (interrgthndards in general), internal control is the process
environment, objective setting, event identificationundertaken by board of directors, management and
risk assessment, risk response). According to tlether members in order to achieve the following
updated framework, ERM can be viewed as a pdfiree goals: (1) effectiveness and efficiency of
of management control infrastructure to achieveperations, (2) reliability of financial reporting, (3)
corporate goals. For ERM to operate effectively asompliance with applicable laws and regulations
management control infrastructure, it is necessa(COSO, 1992). COSO Framework defines the five
to implement ERM system with comprehensivelements of internal control as follows: (1) control
consideration of risk policy, management processnvironment, (2) risk assessment, (3) information
role and responsibility clarification, support systemand communications, (4) control activity, and (5)
and risk culture. monitoring. Among these elements, control activity

There are five core steps for successful im Iemeins- specified at task level and the rest are specified
P P at enterprise level.

tation of ERM as a management control infrastruc-
ture. First, management should analyze the nee@sntinuous internal auditing system supports the
for ERM in each subsidiary. In doing so, currenionitoring element of internal control. The main

risk management practice should be assessedsumject of monitoring is other internal control ele-

order to draw ERM-related issues. Second step rizents, more importantly, the effectiveness of con-
to identify/evaluate all potential risk of subsidiariesrol activity. In the case we study in this paper (a
and select risk that needs to be managed with prienanufacturing company A), continuous monitoring

ity at enterprise level. Third, management shouldystem is used to oversee the following control ac-
then, take corrective actions to improve risk maritvities in COSO Report: review & report on excep-

agement. For this, they need to study the caus@®nal events, authorization by superior manage-
and effects of each priority risk, select KPI basedhent, system configuration, processing consistent
on their importance, and quantify the likelihoodsinformation, system access authority, system inter-
Fourth step is to implement risk management syface, segregation of dutfes

tem. This assures risk management system to uljyi_ ure 1 shows the relationship between internal
ize the risk profile and KRI list, which have bee 9 P

completed from the previous steps and to clarif/oerI’ Rorean SOX and confinuous auditing Sys-
the official role and responsibility of each team N based on the COSO Framework. When viewing

the ERM process. The last step is the follow-u| ternal control from its objectives, Korean SOX is

oversight on ERM system in order to monitor th e internal control to enhance reliability of finan-
effectiveness of ERM system that has been implgi-"’II .rep_orting. Continuo_us auditing system is the
mented as the management control system in s nitoring element of internal control of COSO

4. In sum, stepl~step3 are in place to come up wit amework, which is monitoring _the other mtern_al
control elements and, therefore, increases effective-

risk at priority and KRI at subsidiary level and ess and efficiency of internal control system. For
step4~step5 are used to implement the manage- 4 Y '

ment control system based on the risk and K mpanies, contlnuo_us auditing system CQUId he
considered an effective tool that supports internal
deducted from stepl~step3. . :
accounting regulations such as SOX, as a part of
2. Relationship between ERM, internal control compliance.
and internal audit

Due to large corporate scandals and accounting

frauds such as Enron and Worldcom, the United

States enacted the SarbaneS'OX|ey Act in 2002 stg, 1992, COSO Report (Intern&@ontrol — Integrated Framework)
enhance corporate transparency. At similar timeresents the tool for companies to conceptualize internal control system

: evaluate the internal control system for future improvement. Since
Ko_rea amended the laws on corporate accounuﬁ@’n’ manycompanies in the U.S. use the COSO Framework as a guide-
to increase the transparency of after the 1997-9& for evaluating internal control system. There is no legislation on

ASIan flnanCIaI Crlses One Of key Issues In theggflnltlons of internal Control, but this COSO Framework has been
’ considered the global standard of internal control.

accounting reQUIationS is to enhance internal COFlFor example, continuous monitoring scenario such as “delayed/un-
trol in the financial reporting and disclosure prodelayed purchase orders due to purchaser master” aims to monitor the
cedures one of control activities “system configuration”. If company A sets the
: system configuration to ‘delay’ for specific purchasers in ERP system
odule, the purchase order made by these companies cannot be
In order to fu”y understand the baCkground of Sungl'ocessed. By doing so, the risk @fding with inappropriate purchasers

accounting regulations, it is necessary to undewil decrease, thereby enhancing internal control.
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Monitoring

Risk
Management
Process

System

Fig. 1. ERM asa management control infrastructure

2.1. Integrating internal control and ERM. Tradi-
tional intenal control/aidit systemhas a compénce
focus, wheeas ERM dkes a straigic approab vo-
luntarily introduced l managemat’s needs.Spe-
cific aim of traditiond internal adit systemis to
enhance 1gability of financial reprting, to canply
with exterral audit reglations andSEC regultions
and to evhuate respases of CEQ CFO andaudi-
tors. Pointof focus indudes contrbfocus on iman-
cial reporthg risk andassurance focontrol pocess
for reliable financial nformation. On the comary,
ERM aimsto managehe portfolioof risks thatface
organizatims, ex anterisk managment. Thepur-
pose of RM is much broader,managing exante
risk facedby organizaion and maaging maincor-
porate ares such as arporate sutegy, longterm
projects, ad large-sele invesients. Also, the
range exteds to stratgic goals, eficient and &ec-
tive operdions, relialle financid reporting, and
compliance Point of bcus is holstic risk aralysis
and evaluaon.

Prior reseech on intenal controlhas shownthat
effective irternal contol increaseghe transpancy
of accounting informaton and thee outcomespro-
vide positve signal tocapital maket partici@nts’.
These stuieks suggesthat continous auditingsys-
tem couldpositively afect firm vdue by enhacing
the effectiveness of irdrnal contrd and monibring
within a mmpany. Hace, prior @idence suports
the necessy of continwous auditingsystem.

While tradtional risk managemenhas focusg on
identification and mangement of isk at deparhent
level, ERM takes anintegratedapproach inrisk
managemeat and chages the role& responsibities
of risk managementWithin the nev role & repon-

" Doyle et al. 2007) show thatveak internal agiit system is reted to
low quality of accruals. AlsoDeFranco et al(2005) find a egative
market reactin to companiesvho report thematerial weaknsses of
internal audit gstem.
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sibilities, the dpartment incharge of RM is inter-

nal audit or Koran SOX deartment. he basic task
of internal audi departmat is monibring. Thus,
internal auditordhave monibred the effetiveness of
internal contol componentgCOSO 1)such as in-
formation & canmunicatian, control ativities, risk

assesment, andcontrol ervironment. Howeve, in

respnding to demands ofexternal avironment,
internal audit tinction hasepanded at become a
demrtment in targe of RM, therefae playing a
leadng role inmonitoringvarious ERMcomponents
(information & communi@tion, contol activities,

risk response, sk assessemt, event i@ntification,

objective settilg, internal environmen} based on
COSO 2 ERM Famework.

Tale 1. Compeson of CG80 1 and ©SO 2 ERM

Framevork
Category Year 1992 COSO/internal Year 2004 COSO/ERM
control
Strategic
Achievement ' - - .
of objectives Financial reporting Reporting
Compliance Compliance
Monitoring Monitoring
Information & Information &
communication communication
Control activities Control activities
Components Risk response
. Risk assessment
Risk assessment ——
Event identification
Objective setting
Control environment Internal environment

2.2. Integrating ERM and Continuous Audit
System. A continuous audiis generalf defined as
“a methodologythat enablegndependenauditors to
provide written asswanceon a subjectmatter, for
which an entitys managent is respasible, using
a seies of audiors’ reportsissued virtally simulta-
neasly with, a a short priod of time after, the
ocaurrence of gents undesling the sibject matter
(CICA/AICPA Committee, 1999)". As confirmed
by this definition, a continwus audit rquires audi-
tors with expetise who @n monitor information
processed throgh ERP sgtem and acontinuous
monitoring sysem as an ifrastructurethat can be
utilized by audibrs. Sincea cortinuousmonitoring
sysem is the lase for a catinuous aud, it should
be mnsidered he first priaity when mplementing
coninuous audi system. Inother word, an impor-
tant subset of ontinuous aditing is thecontinuous
monitoring of husiness proess control{CMBPC),
a tek made psicularly significant by the passage
of Section 4040f the Sarlanes/OxleyAct thatre-
quires both maegers and aditors to veify controls
ove the firm’s financial rgorting proesses (Alles
Michael et al.,2006). Thecontinuousmonitoring
sysem automadtally extra¢s abnormaldata based
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on pre-specified monitoring scenarios, which ar€l) Identify: company A identifies the risk, analyzes
drawn from trading data collected in every level of the risk sources, and keeps their profiles (see
business under enterprise resource planning (ERP) Table 2).

environment. (2) Assessment: risk is assessed using guidelines

Vasarhelyi et al. (2004) suggest that a continuous and evqluatlon templates. The risk at prlorr_[y
control is managed based on the results of risk

auditing is required to take advantage of advanced
assessment.

information technologies ued an ERP environment. R ) A sets the directi f risk
Computer assisted auditing techniques (CAATS) a@ esponse. company A Sets the direction ot ris
response and implements the plans to respond

limited, because they cannot utilize automated and ) :
and to improve risk management.

integrated information technologies as done by ERP. ) ] ) .
However, ERP aims for real-time information flows i 4) MonltorlReport.' KRI is monitored and the
results of risk management and any

integrating and automating business processes. There-. o

fore, when there are needs for real-time data, the po- Improvement in risk management are reported.
tential benefits of ERP systems can be achieved only Table 2. Risk profile of company A
by continuous auditing. Chan and Vasarhelyi (2011)
argue that the traditional audit paradigm is outdated |in
the real time economy and the innovation of the trad
tional audit process is crucial in supporting the real

Category Risk

Risk of leaking corporate confidential information
(policy, strategy, planning)

Risk of declined business performance due to

time assurance. Also, they emphasize the innova- poor employee education/training
tion, namely the transition from traditional auditing Risk of delayed decision making due to a lack of
to continuous auditing methodology. People/human re- authority designation within organization

. . sources Risk of unfair compensation/rewards
Furthermore, research on continuous audit system Risk of delayed degision making due {o bad urion-
that is integrated with other management systems| is management relation
warranted. A continuous audit system could be uti- Risk of inefficient workforce management because
lized with connections to various management sys- g{awniak“es between business plans and training
tems, TOI’ example, company A mt.egrated audit ir Risk of additional costs or delayed CapEx due to
formation system and early-warning system. For uneasy intemal or external financing
ERM system, there are many cases where KRl |is Risk of ineffective enterprise insurance manage-
linked to early-warning system. Thus, continuous ment
audit system can be integrated with ERM system b‘{jinancing/CapitaI Risk of fraud/embezzlement/misstatement due to

developing KRI based on continuous monitorin Jresources noncompliance of corporate financing policies

. . : . Risk of reduced profits due to a lack of appoint-
scenarios under continuous audit system. This will ment system and its supporting system
enable C(_)mp_rehenswe_rlsk management at .pI’O.C(ESS Risk of financial losses due to absence of asset
level, which is the main concern of strategic risk management system
management and continuous audit system.

Risk management organization is composed of risk
3. Case study: company A committee, risk owner, risk management department

In this section, we discuss and evaluate the casedd risk officer. ERM support system and early-
company A (a non-financial company in Korea) whick/arning system serve as a support system. Lastly,

implemented ERM successfully at subsidiary level. risk culture is defined through employee education
and communication, as well as the manner of man-

3.1. ERM implementation methodologies. Intro- n%tging changes.

ducing ERM was not a one-time event. Rather, co
pany A implemented the ERM system with compre3.2. Integration of management control system
hensive consideration of risk policies, risk managend ERM. In company A, ERM was implemented
ment process, roles and responsibilities, supportitigrough integrating the existing management control
system and risk culture. Risk policiesare stated througiistem with risk management system. This helps to
ERM policies and ERM manuals. These policies dédentify and evaluate the risk underlying the existing
termine the risk management processes, which consiginagement activities. Figure 2 describes how the
of the following four stages of identification, evaluamanagement system and ERM process have been
tion, response and monitoring. integrated.
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/N

. ) Current Manaaement Process
Enterprise strategies

/s ERM Process
/ Role & Responsibility \
Business

Directions & Risk Business plan& Obiectives

Requirements _ — Risk-based
Risk plan & Obiectives Reporting
KPI Performance reporting

Risk identification & response Performance reporting
Risk manaaement procedure
Risk monitoring & reporting

Risk status reportina

Risk perception & education

< >
Plan execution, goal achievement, business
operation
Fig. 2. Integration of ERM and management control systems

3.3. Risk management at subsidiary level. When bigger. Also, sustainable growth can be attained
implementing ERM, an organization should custonthrough effective response to the profile of risks, as
ize the process for firm-specific needs and circumbusiness environment changes.

tances. In case of company A, ERM |mplementatlthe risk governance system of subsidiaries of com-

improved and developed risk management fun.E’any A can be considered the form in the middle of

tions. They concentrate on the business risk, if- . .
vestment risk (due to global business), project ris entralized and delegated system (see Figure 3). It

and financial risk. Also, the parties in charge o%:
ERM implementation are CEO, CFO, and interne%

ms to build the integrated crisis & risk manage-
ent system at enterprise level. ERM implementa-
. i : . lon was expanded to other subsidiaries starting
22:1\;teoogst;yT£§C)role of CRO (Chief Risk Officer) ISfro_m the chem_ical—related subsidia_ry. Each_ business

’ unit and staff is delegated for their own risk man-
CRO is an executive who identifies, measures, amagement. A risk officer is stationed at each subsidi-
develops the strategies to manage potential businesg in order to work on subsidiary-level risk man-
risks. The importance of CRO has increased in ragement and support. In addition, they set up the
cent years, since it is difficult for top executives t&ERM team with CRO in charge and early-warning
clearly know the level of risk, as the firm size getsystem to prevent the major risks.

Board of Directors

CEO
T Internal Auditor
[ |
CFO/Head of CRO
Departments
|
1 | |
BU BU Staff Risk Management
Team

Fig. 3. Risk gover nance system in company
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3.4. Case evaluation and discussion. ERM is a necessary tasks in the field by analyzing past losses
very attractive management control system for maand interviewing field expertsin order to identify
agement who experienced great losses due to uneseaknesses. Also, KPI and KRI should be managed
pected risk. However, ERM has not been used aogether. KPI should be used as a carrot-and-stick
tively in company A, since it was implemented. Théor employees while KRI is a broader concept than
reasons for this are analyzed as follows: first, thekP| since it navigates the enterprise goal. Risks that
are no practical instructions or guidelines for riskannot be detected by KPI should be identified and
management. Second, ERM was implemented jusianaged through further development of KRI. Last,
to get along with the crowd without careful considthe leadership of risk management and (internal and
eration of selecting KPI based on firm-specific chaexternal) communication should be strengthened
racteristics. Third, the management’'s view is toander the direction of CEO or CRO.

myopic, focusing on short-term performance. Re-
garding the measurement of performance, it is n
clear how to quantify the effects of KPI in preventThis section discusses the measurement of maturity
Ing crises. of ERM. As described in Table 3, a company may

Then, what could be the solutions to utilize ERME€ assigned to level 1~5 based on the current risk
more effectively? First, the management shouldanagement practices. There are five categorigs for
change their perspective on ERM, from a silo-baséBeasurement of ERM level: strategy/policy,

approach to an enterprise-level management ag_ocess,_orgamzatlon, methodologies, and culture.
proach. This requires the consideration of entef:0mpanies in level 1 have no systematic risk man-
prise-wide loss (risk) in goal (outcome)-orientedgement system, such as risk management policy,
thinking. Second, they need to customize the risRrocess, clear role & responsibilities, and guidelines
management depending on the type of major risfer methods. On the other hand, level 5 companies
For instance, Walmart (traditional, PPE-intensivbave established ERM culture, which attains the
company) would have to manage typical opera@ppropriate level of risk management. Interestingly,

tional risk, whereas Microsoft (economy-sensitivethe reliance upon risk management team is, low as
competitive industry) has to manage unpredictabtbe risk management task is integrated with the rou-

iscussion and conclusions

business risk. Third, they should begin with mostine tasks of employees.

Table 3. Measurement of ERM maturity

No risk manage-

Individual risk manage-

Systematic risk manage-

Integrated risk management

Established ERM culture

Strategy/policy

ment system ment system ment system
TtewsH— | —tewl— | —kewd— | —tewld— | —tewls—
No risk -Strategies exist for -Management of various 'R'S.k management gnd -Enterprise-level and
management SN . ) o DA, business plans are integrated ) ;
financial risk or influential | risks including financial, : . portfolio-level risk
strategy -Risk management is

-Risk management
decisions are made
ex-post

risk
-Respond to previously
experienced risk

operational, strategic risks
-Little integration with
business plans

integrated with performance
management, investment
decision making

management
-Achieves an appropriate risk
level

-ldentification and

-Coordinated risk process

-No offcial rsk *l?::ld:rilerrlwstk rocesses ;nx?ggt%trt]%\?arﬁjcai?:ﬁ ° -rﬁ’;igdzggr?td rrlzlc(ess (risk and components of risk
Process management inag P T . management p management (strategy,
exist, but lack process is not integrated identification-evaluate-respond- P
process . - . . organization, methods,
consistency -Individual risk monitor)
culture)
management
-Role and responsibilities
-Business units are at enterprise level are -Inidividual units are -Less dependence on risk
_ responsible for their own | defined responsible for their own risk management team
- -No official risk ) . ) . .
Organization risk management -Risk management management, which -Risk management is
management team ) . ) . . . ) ; )
-High reliance upon knowledge and skills are | contributes to continuous risk blended in ordinary business
external/internal auditors | concentrated in specific management cycle tasks
departments
-Depends on -Traditional management | -Limited risk monitoring “Up-to-date central database -Integration among the
experience and . ) . -Effective early waming system .
. e information system and reporting system ; components of risk
Methodologies | instinct Most risk Basic ool d -Integrated system which can ) .
-No techniques or | ; g st "(;S manager:went i amgftoq skare used to be utilized at business unit- m.ar? agﬁ mint,'lntegratlon
standards is based on manuals quantify ris level with other business systems
. -Most employees are -Top executives support rsk -Concepts & methodologies of | -It becomes organizational
-No understanding X management . )
A aware of importance and ! . risk management are culture since all members
Culture on risk -Perception of risk

management

need of risk
management

management is consistent
throughout the organization

understood and applied at each
business unit-level

consider risk in their decision
making or task execution
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In conclusion, the case study of company A showgith reduced costs and improved processes. Especial-
how ERM is implemented and integrated with marly, the implication of our paper on how a group-level
agement control in order to increase firm value biyternal auditor uses ERM as a tool to manage risk of
monitoring its subsidiaries. This successful ERMubsidiaries could be useful for large conglomerates,
adoption case can be used as a guideline for otherwhere group-level monitoring cannot control subsidi-
ganizations, which plan to adopt ERM in the futuraries due to limitations of KPI and internal controls.
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